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Overview

JSCAPE MFT Server Plugin for Outlook can be used in combination with a compatible Outlook email client
and JSCAPE MFT Server to perform ad-hoc email transfers.  Ad-hoc email transfers offer a method in
which users can email files to any valid email address while avoiding the problems typically associated with
emailing files.   

Unlike a typical email client that attaches files to an email message and sends the email message to the
recipient, ad-hoc email transfer send a very small email message to the user with one or more
automatically generated web based links embedded in the body of the message.  

Ad-hoc email transfers provide the following benefits:
 

Avoid bounced emails due to large file attachments or strict firewall rules at the email server.
Avoid clogging recipients inbox with large files allowing user to download files at their leisure.
Email multiple files with ease.
Receive optional notification when recipient picks up files.
Streamline document collaboration both internally and with customers.
Restrict access to content after a given period of time.
Email files to users without having to create a user account on the server.

System Requirements

MS Outlook 2010/2013
JSCAPE MFT Server 8.8.9 or greater.
JSCAPE MFT Server account with WebDAV or REST HTTP service running.

License

JSCAPE MFT SERVER PLUGIN FOR OUTLOOK LICENSE STATEMENT AND LIMITED WARRANTY 

IMPORTANT - READ CAREFULLY 

This license statement and limited warranty constitutes a legal agreement ("License Agreement") between
you (either as an individual or a single entity) and JSCAPE, LLC. ("JSCAPE") for the software product
("Software") identified above, including any software, media, and accompanying on-line or printed
documentation. 

BY INSTALLING, COPYING, OR OTHERWISE USING THE SOFTWARE, YOU AGREE TO BE BOUND
BY ALL OF THE TERMS AND CONDITIONS OF THE LICENSE AGREEMENT. 

Upon your acceptance of the terms and conditions of the License Agreement, JSCAPE grants you the right
to use the Software in the manner provided below. 

This Software is owned by JSCAPE and is protected by copyright law and international copyright treaty.
Therefore, you must treat this Software like any other copyrighted material (e.g., a book), except that you
may either make one copy of the Software solely for backup or archival purposes or transfer the Software to
a single hard disk provided you keep the original solely for backup or archival purposes. 

You may transfer the Software and documentation on a permanent basis provided you retain no copies and
the recipient agrees to the terms of the License Agreement. Except as provided in the License Agreement,
you may not transfer, rent, lease, lend, copy, modify, translate, sublicense, time-share or electronically
transmit or receive the Software, media or documentation. 
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You acknowledge that the Software is a confidential trade secret of JSCAPE and therefore you agree not to
reverse engineer, decompile, or disassemble the Software.   You further acknowledge and agree that you
may not use the Software to create any product or service that directly or indirectly competes with the
Software or any JSCAPE service offering.  

You acknowledge and agree that you may not use the Software in a SaaS (Software as a Service)
environment without the explicit written permission of JSCAPE.

LIMITED WARRANTY 

TO THE MAXIMUM EXTENT PERMITTED BY APPLICABLE LAW, JSCAPE AND ITS SUPPLIERS
DISCLAIM ALL OTHER WARRANTIES AND CONDITIONS, EITHER EXPRESS OR IMPLIED, INCLUDING,
BUT NOT LIMITED TO, IMPLIED WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR
PURPOSE, TITLE, AND NON-INFRINGEMENT, WITH REGARD TO THE SOFTWARE, AND THE
PROVISION OF OR FAILURE TO PROVIDE SUPPORT SERVICES. THIS LIMITED WARRANTY GIVES
YOU SPECIFIC LEGAL RIGHTS. YOU MAY HAVE OTHERS, WHICH VARY FROM STATE/
JURISDICTION TO STATE/JURISDICTION. 

LIMITATION OF LIABILITY TO THE MAXIMUM EXTENT PERMITTED BY APPLICABLE LAW, IN NO
EVENT SHALL JSCAPE OR ITS SUPPLIERS BE LIABLE FOR ANY SPECIAL, INCIDENTAL, INDIRECT,
OR CONSEQUENTIAL DAMAGES WHATSOEVER (INCLUDING, WITHOUT LIMITATION, DAMAGES
FOR LOSS OF BUSINESS PROFITS, BUSINESS INTERRUPTION, LOSS OF BUSINESS
INFORMATION, OR ANY OTHER PECUNIARY LOSS) ARISING OUT OF THE USE OF OR INABILITY TO
USE THE SOFTWARE PRODUCT OR THE PROVISION OF OR FAILURE TO PROVIDE SUPPORT
SERVICES, EVEN IF JSCAPE HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.
BECAUSE SOME STATES AND JURISDICTIONS DO NOT ALLOW THE EXCLUSION OR LIMITATION OF
LIABILITY, THE ABOVE LIMITATION MAY NOT APPLY TO YOU. 

HIGH RISK ACTIVITIES 

The Software is not fault-tolerant and is not designed, manufactured or intended for use or resale as on-line
control equipment in hazardous environments requiring fail-safe performance, such as in the operation of
nuclear facilities, aircraft navigation or communication systems, air traffic control, direct life support
machines, or weapons systems, in which the failure of the Software could lead directly to death, personal
injury, or severe physical or environmental damage ("High Risk Activities"). JSCAPE and its suppliers
specifically disclaim any express or implied warranty of fitness for High Risk Activities. 

U.S. GOVERNMENT RESTRICTED RIGHTS 

The Software and documentation are provided with RESTRICTED RIGHTS. Use, duplication, or disclosure
by the Government is subject to restrictions as set forth in subparagraphs ©(1)(ii) of the Rights in Technical
Data and Computer Software clause at DFARS 252.227-7013 or subparagraphs ©(1) and (2) of the
Commercial Computer Software-Restricted Rights at 48 CFR 52.227-19, as applicable. 

GENERAL PROVISIONS 

This License Agreement may only be modified in writing signed by you and an authorized officer of
JSCAPE. If any provision of this License Agreement is found void or unenforceable, the remainder will
remain valid and enforceable according to its terms. If any remedy provided is determined to have failed for
its essential purpose, all limitations of liability and exclusions of damages set forth in the Limited Warranty
shall remain in effect. 

This License Agreement shall be construed, interpreted and governed by the laws of the State of Delaware,
U.S.A. This License Agreement gives you specific legal rights; you may have others which vary from state
to state and from country to country. JSCAPE reserves all rights not specifically granted in this License
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Agreement.

Version history

Version 3.0
Mar. 21, 2014

Enhancement: Added support for Outlook 2013.
Enhancement: Added ability to perform ad-hoc transfers using client REST API.
Enhancement: Added ability to specify any separator character between email message and ad-hoc links
generated.
Bug Fix: Various minor bug fixes.

Version 2.5.0
Jun 3, 2013

Enhancement : Added regular expression examples to facilitate filtering.
Enhancement : Enhanced File Sender dialog with icons, buttons, highlighting of selected directory &
confirmation dialogs.
Enhancement : Enhance File Sender dialog with user friendly file sizes.
Enhancement : Introduce a branded installer for MFTExpress.

Version 2.4.0
Mar 22, 2013

Enhancement : Added progress bar for zipping files and the ability to cancel it. 
Enhancement : Added progress bar for uploading of files and the ability to cancel it.
Enhancement : Added ability to upload files of any size using the plugin.
Enhancement : Improved performance of sending emails by removing an unnecessary copying of the
attached file.
Enhancement : Removed maximum attachment size limit.
Enhancement : Removed size range for zipping of files.

Version 2.3.0
Feb. 19, 2013

Bug Fix : Resolved issue with HTTP web requests unexpectedly timing out.
Bug Fix : Resolved issue with incorrect handling of embedded images in message body and signature.

Version 2.2.0
Nov 23, 2012

Enhancement : Added ability to existing file(s) on JSCAPE MFT Server to a email recipient. 
Enhancement : Added check for non-existent WebDAV service. 
Enhancement : Added check for incorrect credentials when attempting to upload a file.

Version 2.1.0
Sept 11, 2012

Enhancement : Added ability to recognize Exchange server email addresses in X.400 format.
Enhancement : Added ability to add a line separator between the ad hoc link and message body
Enhancement : Added ability to prefix or postfix the adhoc link to the email body.
Enhancement : Adding better serialization support. [Will require a delete of MFTOutlookSettings.xml file]
Bug Fix : Out of memory issues resolved when uploading large files to JSCAPE MFT Server.
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Version 2.1
July 1, 2012

Enhancement : Added ability to list zip file listing to the outgoing email.
Bug Fix : The plugin will now generate a unique filename using a .NET Framework Globally Unique
Identifier.

Version 2.0
Sept 5, 2011

Enhancement : Integration with Outlook 2010.
Enhancement : Added ability to modify adhoc text message before inserting it into the email message.
Enhancement : Added ability to specify log directory.
Enhancement : Added ability to include or exclude files based on regular expressions.
Enhancement : Smaller memory footprint, reduced dependencies & faster execution of zip operations.

Version 1.0
June 1, 2009

Initial release.

Installation

Outlook 2010/2013 must be installed on your machine to successfully use the plugin. After running the
installer a custom widget will be added to Outlook ribbon as shown below.  To configure settings for
JSCAPE MFT Server Plugin for Outlook click the "Options" button.
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Setting server and login credentials

The "Server" node sets connection and authentication details for the ad-hoc server. 

                     

Host : The hostname of web service for JSCAPE MFT Server.

Port :  The port of web service for JSCAPE MFT Server.

Connection : The connection type to use when connecting toJSCAPE MFT Server web service.

Domain : The name of the domain on JSCAPE MFT Server on which the web service exists.

Username : The username of the account to use to upload email attachment files.

Password : The password of the account.

Remote directory : The directory to which the attachments will be uploaded on the remote account.

Test Connection : Use this button to test the connection and login credentials.

Browse : This will display a remote directory browser as described below.
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The directory browser will display the remote directories in a convenient tree menu. Right click on a node to
display a context menu to create / delete directories on the remote account. Highlight a node using the left mouse
button, click Select to select the remote directory.

    

Enabling and disabling plugin

The "General" node controls basic plugin settings including whether the plugin is enabled and for which file
attachments it is used.
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Settings
 
Disable plugin : Select this option to completely disable the plugin.

Prompt before using plugin : Check this option to display a message prompt before using the plugin.

Include only files that match regex : Plugin will be used only for file attachments where filename matches
specified regular expression.

Exclude only files that match regex :  Plugin will not be used for file attachments where filename matches
specified regular expression.

See also

.NET Framework Regular Expressions
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Setting ad-hoc message parameters

The "Email" node controls how ad-hoc messages are created and displayed to the recipient.

Attachments

Zip files before upload : Selecting this option will zip all attachments into one file before uploading to the server.

Display archive contents in email : If this option is selected then a listing of the files in the zip package will be
displayed in the email.

Links

Protect links with : Define whether and how links will be password protected.

Expires links in : Define the time period (days) in which the link will expire.

Place links : Defines whether links are located before or after email message. 

Separate links in message with : Add a separator line consisting of specified character between the generated
message from JSCAPE MFT Server and any email entered by you.
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Emailing existing files

To email files that already exist on JSCAPE MFT Server click the "Attach Remote File" button when
creating a new email message.  A remote directory browser will be displayed allowing you to select one or
more files to attach to the message.

`

Help and Support

For technical support please contact the Help Desk for assistance.
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